|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| STEPAN  KLEPIKOV  SOC L2 analysist | | | C:\Users\s_klepikov\Downloads\Telegram Desktop\IMG_7947_pass.jpg | | [+7(999) 773-26-45 (RU)](tel:+79997732645)  [pyrinov.leha@gmail.com](mailto:pyrinov.leha@gmail.com)  [Telegram](https://t.me/MrMakeEmMad)  [WhatsApp](https://wa.me/79997732645)  LinkedIin | |
| Profile  I’m young growing and competent cybersecurity professional with fire in the eyes and gigantic wish to change industry with new solutions in SOC area (work remotely from anywhere in the world?). I have strong technical background and quite extensive experience working with different and changing cybersecurity solutions. In case if I don’t have work during the working day - I find it and provide a full detailed report to the authorities at the end. I am a fast learner and highly motivated to grow in my field. | | | | | | |
| Education  [Russian State university of transport](https://www.miit.ru/)  [Department of Computer systems, networks and information security](https://www.miit.ru/depts/29)  Department of Information Security  Major: Information Security of computer systems  Courses  2022:  Andrey Sozykin’s  [YouTube course for IT beginners](https://www.asozykin.ru/courses/networks_online)  From the beginning of web :  [YouTube podcasts with GroupIB specialist Sergey Nikitin.](https://youtube.com/playlist?list=PL8Fj6Tf1y_zm-rHIfTUPrEfD14ujfsvL-)  Languages  Russian (Native)  English (Intermediate)  German (Elementary)  Soft skills  Discipline, Analytics,  Ambition, Initiative,  Learnability, Producing a  presentation of continuous  work.  Future projects  DFIR helper (searching for needed info in event viewer is better in GUI, isn’t it?) | Work experience  PJSC "cherkizovo group" (Nov 2021 – present)  SOC analysist (hybrid)  Job responsibilities:  Implementation and technical support of different cybersecurity products. Mostly, FW, NGFW, UTM, IPS and IDS.  Participation in projects in different roles: Chief Project Engineer, Cybersecurity analyst, Network Security Engineer, L3 technical support.  Achievements:  1) Creation, updating and actualization of group policy for most critical users.  2) Finalization and release of business game about cybersecurity developed during the writing of the diploma.  3) Integration of protection tools that do not support cloud execution into the customer's cloud infrastructure.  Products: Kaspersky, Symantec, Cisco, vSphere, Check Point, AD, Confluence\Jira. | | | | | |
| Hard skills  ▬ ▬ ▬ ▭ ▭  ▬ ▬ ▭ ▭ ▭  ▬ ▬ ▭ ▭ ▭  ▬ ▭ ▭ ▭ ▭  ▬ ▭ ▭ ▭ ▭ | JSOC\IRP  AV software  Digital Forensics  IOC  CTI\CTH | | ▬ ▬ ▭ ▭ ▭  ▬ ▬ ▭ ▭ ▭  ▬ ▬ ▭ ▭ ▭  ▬ ▭ ▭ ▭ ▭  ▬ ▭ ▭ ▭ ▭ | | IPS\IDS\EDR  C++  PowerShell  WAF  \*nix systems |